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Foreword

ISO (the

International Organization for Standardization) and IEC (the International Electrotechnical

Commission) form the specialized system for worldwide standardization. National bodies that are
members of ISO or IEC participate in the development of International Standards through technical
committees established by the respective organization to deal with particular fields of technical

activity.

ISO and IEC technical committees collaborate in fields of mutual interest. Other international
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Introduction

This document and ISO/IEC 21558-2 both pertain to the Future Network (FN), which is a broad

concept

and has a wide application. The FNProxy technology introduced by ISO/IEC 21558-2 enables the

future network quality of service (FNQoS), which makes the FNQoS appear to be a mutual rela

tionship

between intelligent FNProxies (i.e. harmonization between machines), not like the micro effect of

traditional QoS which depends on parameters.

The fact that FNProxy can promote the evolution of QoS to harmonize the process of netwo

rking. It

fdrovides new forms of networking besides new concepts of QoS. This can lead to the emergend
hdustry trends in the field of systems interconnection technology.

—

his document specifies three engines (perception, negotiation and execution) to support the
bork of FNProxy. This document also describes protocol mechanisms for synchrénous int
etween two FNProxies and among multiple FNProxies. Also, conditions and requirements foj
ransitions between/among FNProxies are described. Annex A gives the.quantitative cal
hethod (harmonization between FNProxies) of interaction QoS effect, whieh ean be used as a
oint reference for developers to improve the calculation method.

uo to the intelligence of FNProxy, synchronous interactions of Bidiréctional Service (Bi-S)
NProxies have more extensive effects. Bi-S is necessary: a fundamental methodology, tool, an
nalyse and develop FNQoS systems.

Lov o I — st o< ]

Q

his document explains in detail the protocol mechanisms of FNProxy interactions fr
erspectives: 1) the basic FNQoS system (BFS) 2) synthetic FNQoS system (SFS).

his document stipulates that protocol mechanisms-can be used for all networks for tranj
urposes, and also for generalized networks, suchras'the implementation of semantic network
hechanisms. The development of various netwprktechnologies based on Artificial Intelligence
etworking (AIEN) is recommended.

2 00 = =]

=]

his document stipulates that the purposeofinteractions between FNProxies can be either tran;
hteractions or content interactions.

—

]

he protocol mechanism specified in this document is applicable to ISO/IEC TR 2918
50/IEC 21558-2.

o

he International Organmization for Standardization (ISO) and the International Electrot
(Jommission (IEC) draw attention to the fact that it is claimed that compliance with this documn
hvolve the use of a patent.

—

]

50 and [EC takene position concerning the evidence, validity and scope of this patent right.

The holder 6fthis patent right has assured ISO and IEC that he/she is willing to negotiate licenc
reasonable,and non-discriminatory terms and conditions with applicants throughout the worl
respect,the statement of the holder of this patent right is registered with ISO and IEC. Informaf
s

e of new

pffective
eraction
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between
d idea to
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mission
protocol
Enabled

mission

1-8 and
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1. In this
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h.

e obtained from the patent database available at www.iso.org/patents or https://patents.iec.d

Attention is drawn to the possibility that some of the elements of this document may be the subject
of patent rights other than those in the patent database. ISO and IEC shall not be held responsible for

identifying any or all such patent rights.
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Telecommunications and information exchange between

systems — Future network protocols and mechanisms

Part 2:
P lel-l i li £ .
1 Scope

The concept of this document considers the FNQoS related to the FNProxy based indSO/IEC TR

|

he protocol mechanism given in this document supports both the interactionl between two F]
f a basic FNQoS system (BFS) and the interaction among multiple FNPtoxies in a syntheti
ystem (SFS).

v o

2 Normative references

—]

he following documents are referred to in the text in suelia way that some or all of thein
onstitutes requirements of this document. For dated réferences, only the edition cited app
undated references, the latest edition of the referenced:document (including any amendments)

Q

50/1EC 21558-2, Telecommunications and information exchange between systems — Future Ne
rchitecture — Part 2: Proxy Model based Quality*af Service

N

3 Terms, definitions and abbreviated terms

Hor the purposes of this document, theterms and definitions given in ISO/IEC 21558-2 and the f
apply.

[50 and IEC maintain terminolegy databases for use in standardization at the following addres

-+ ISO Online browsingplatform: available at https://www.iso.org/obp

— [EC Electropedia~available at https://www.electropedia.org/

3.1 Terms.and definitions

311
servicetransition
HNPfoXy transfers the requirements that it cannot serve to the corresponding FNProxy

9181-8.

\Proxies
c FNQoS

content
lies. For
applies.

fwork —

bllowing

Ses:

NOte T To entry: FNPTOXY Service transition must De based onm the FNPTOXy S OWn strategy and
information.

eal-time

Note 2 to entry: That the direction of service transition can also be determined by the information of Bi-Ss
(FNProxy link pairs) stored in the FNProxy Interaction Bridge (FIB) (3.1.2) of the FNQoS system. By default, the

transition direction is based on the information stored in FIB.

© ISO/IEC 2023 - All rights reserved
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3.1.2

FNProxy Interaction Bridge

FIB

linking path of two FNProxies in SFS

Note 1 to entry: It includes logical paths to realize the interactive exchange of information between any two
FNProxies in a synthetic FNQoS system (SFS) consisting of bidirectional service (Bi-S) pairs by cascading.

3.1.3

FNProxy Link Mode
FLM
FNProxy linking template

Note 1 tp entry: It is used to normalizing the design, evaluation and calculation of binding, identification,
registratjon, management, bidirectional service (Bi-S) and negotiation for different styles of FNProxy link in
syntheti¢ FNQoS system (SFS).

<)

Note 2 tolentry: Several FLMs are listed in Annex D. When FLM is used by the designer, it means$ that the transitio
direction of the FNProxy is not random but known in advance. The negotiation strategy (NS) of the FNProxy wil
set the r¢quirement type percepting function of the perception engine of FNProxy to sle€p.

— =

3.14
FNProxy Protocol Data Unit
FPDU
data unit needed by the interaction between two FNProxies in an ENQoS system

3.1.5
BFS Prdgtocol
BFSP

set of FPDU fields, semantic changes and timing needed by all procedures supported by the tw
FNProxies of BFS

=}

3.1.6

SFS Profocol
SFSP
set of FHDU fields, semantic changes and tiime sequence of all procedures among all FNProxies in a SF§

3.1.7
FNProxy Strategy
FNPS
predetermined response of FNProxy

Note 1 tp entry: It is for-s0ime important states or comprehensive effects of an FNQoS system based on th
environment of FNQoS)system, the characteristics and capability of the FNProxy, the target of the FNProxy
owner arjd the real-time running status of the FNProxy.

¢

Note 2 tolentry: The FNProxy Strategy (response measures, scheme) and its solutions (sub schemes) are stored in
the FNProxyStrategy Base (FSB).

3.1.8
procedure
interaction sequence between FNProxies to complete the special tasks in the FNQoS system

Note 1 to entry: The comprehensive effect of FNQoS system consists of several procedures dynamically. It is
generally expressed in the form of a sequence diagram.

3.2 Abbreviated terms

Al Artificial Intelligence

AIEN Artificial Intelligence Enabled Networking

2 © ISO/IEC 2023 - All rights reserved
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ALF Access Layer FNProxy

BFS Basic FNQoS System

BFSP BFS Protocol

Bi-S Bidirectional Service

BS Base Station

HS Execution Strategy

HIB FNProxy Interaction Bridge

HN Future Network

HPDU FNProxy Protocol Data Unit

HSB FNProxy Strategy Base

(N Open System Interconnection

HDU Protocol Data Unit

QoS Quality of Service

DO Standard Development Organization

SFS Synthetic FNQoS System

SFS SFS Protocol

UML Unified Modeling Language

4 Protocol mechanisms in BFS

4.1 Description of BFS

Ih engineering implementation, UML should be used to express a specific FNQoS system, o as to
improve the system/s.ability to adapt to FN. Attention should be paid to specific QoS requiremgnt in FN
gnvironment, and-FNProxies should be extracted for dynamic interactivity.

Vlarious FNProxies interactions based on the Bi-S mentioned in ISO/IEC 21558-2 are distriputed in
an FNQoS-syStem. When these dynamic service FNProxies constitute an FNQoS system, they can be
divided.inte BFS and SFS.

BFS’is the smallest FNQoS system. There are only two FNProxies in BFS. Two FNProxies can|interact
tb ferm Bi-S. Its characteristics are: no matter whether there is Bi-S or not, when the two FINProxies

interact with each other, the FNProxies do not need to report the impact of FNProxies to the FNQoS

system, nor do they need to register or manage other operations.

The result of the interaction between two FNProxies is FHR. FHR is based on the technical
characteristics of Bi-S. See ISO/IEC 21558-2 for technical characteristics of Bi-S. See Annex A for the
quantitative method of FHR.

© ISO/IEC 2023 - All rights reserved
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4.2 General interactive nature for FHR

4.2.1 FNProxy pairing situations

This subclause describes the fundamental mechanism of FNProxy interactions for generating FHR
based on Bi-S.

The interaction between each pair of FNProxies in the FNQoS system can contribute to the
comprehensive effect of FNQoS system. See Annex A for details. The contribution made by each pair

Of FNPresa~ipteractionte the-comprehensive—effect of ENO6S-syrstem-depends—-on—whethereachpvairof
xXy-Hteraetoh+to-tne-compreneRsSive-erre et o8- S¥Ste - ae penas-oei-Wwretner-eaer

paiF-§
FNProxies has both requirements and a service.

Figure 1 shows FNProxy A and FNProxy B in the FNQoS system. Both FNProxies can receiye the
informafion from the other FNProxy, but their requirements cannot be matched by other appropriate
services, the two FNProxies not form a Bi-S. Either way, both FNProxies record and save:each otherls
management information.

[72)

The solid line indicates that FNProxy A sends a message to FNProxy B, and thedotted line indicate
that FNFroxy B cannot feed back to FNProxy A according to its own situation. Figure 1 is the two quaj
interactjve FNProxies without Bi-S.

—

FNProxy A > FNProxy B
--— — —

Figure 1 — Two quasi interactive FNProxies without Bi-S

Figure 2 shows the successful pairing of FNProxy A and ENProxy B under the condition of Bi-S effect.
Bi-S

FNProxy A | i p| FNProxyB

Figure 2 — Interaction-FNProxy pairing success in FNQoS system

4.2.2 Active and passive functions of FNProxy

4.2.2.1 | Active functions

When anh FNProxy in aitFNQoS system perceives the environment requirements and knows that it dogs
not havg the capabilities to complete the requirements, it will forward the situation to other qualified
FNProxies according to its own strategy. The FNProxy's initiative is key. In this way it mimics the
natural pbilities'efhumans (i.e. belief, desire and intention).

Other FINPfoxies receive the information and responded to this FNProxy according to its strategy.

4.2.2.2 Passive functions

In the interface of any FNProxy, the capability and method for other FNProxies to query this FNProxy
should be exposed. It is called the INQUIRY method.

4.2.3 Interaction model of BFS with engines

According to ISO/IEC 21558-2, there are three engines (perception, negotiation and execution) in any
FNProxy. If an Al algorithm is involved in the three-engine runtime, it can invoke the function of the
intelligence resource domain in ISO/IEC 21558-2 and usage strategy. Designers of FNQoS system are
not required to study complex Al algorithms when dealing with various FNQoS scenarios.

4 © ISO/IEC 2023 - All rights reserved
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The application of Al algorithms should be perception first, then negotiation, and finally execution.
The three engines, which work in the following order, are the default configuration of the FNProxy: the
perception engine, the negotiation engine, and the execution engine. The process that three engines
execute in a sequence is called “the service cycle of FNProxy”.

Figure 3 shows a simplified FNProxy interaction model of BFS (two FNProxies are fnp1 and fnp2). Each
FNProxy contains the three engines to work together. Since there are only two FNProxies, the designer
will not consider the strategy of handling the transition, i.e. step c in the Figure 3 is represented by a
dotted line. When this figure is used to analyse SFS, i.e. when the number of interactive FNProxies is
nore than or equal to three FNProxies also transit services accaording to their execution strategy (ES).

—]

here is also the strategy for FNProxy to generate a requirement. As shown in Figure 3, RI1(ES1, E1),
2(ES2, E2): the current execution value E1, E2 of FNProxy Al, FNProxy A2 is respectively cqgnverted
hto the requirement value R1, R2 under execution strategy ES1, ES2.

levillilow]

Il and 12 show the interference received by FNProxy Al and A2 respectively.
(11 and C2 show the capability to represent A1 and A2 respectively.

HP1 represents the real-time preference perceived by FNProxy A1l.

law]

S1 and PS2 represent the perception strategies of FNProxy 1 and. ENProxy 2 respectively.

he three small black dots marked in FNProxy A2 in Figure 3 are called perception strategy (PS1),
egotiation strategy (NS1) and execution strategy (ES1)~The strategy point indicates where the
trategy is placed by the developer. The interaction framework model of BFS in the Figure B can be
dapted to complex application scenarios.

O U =

© ISO/IEC 2023 - All rights reserved 5
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FNProxy Al FNProxy A2

( Start ) ( Start )

Percgiving Engine

Neg

Requiirement of FNProxy

P
N
E  Exed
R
C Capd
I Inte
RP Real
PS Perc
NS Neg

ES Exed

a  Judging whether FNProxy capability can\meet the perceived requirements.

b Ifth
c If th
d  Afte

4.2.4
On the

tiating Engine
ution Engine

bility of FNProxy

ference received

Ltime preference perceived
piving strategy

tiating strategy

ution strategy

b requirements can be met, it willbe excuted.

b requirements cannot be met, transit to another FNProxy based on negotiation strategy NS2.
" this requirement processing, continue to process the next requirements.

Figure 3<<Interaction model of BFS with three engine characteristics

FPDU definition of BFS

pasis of traditional PDU, FPDU adds intelligent processing. The FNProxy senses the contex

t

change

pf EPDU in real time, and the FNQoS system can change the networking strategy in real time.

h

Both the traditional communication network and AIEN are formed based on the interaction and
cooperation of FNProxies.

The service of one FNProxy processing the other in a pair of interactive FNProxies is not exactly the
same as the working service of OSI PDU processing between the lower layer and the upper. Many
fields of FPDU are obtained by this FNProxy, instead of being transferred from traditional inter-layer
processing. For example, target FNProxy number, this FNProxy requirements and FPDU style can be
obtained from the negotiation strategy, execution strategy, and domain name of this FNProxy. If the
requirements of this FNProxy cannot be perceived, there will be no FNProxy serving for this FNProxy.

Two FNProxies use BFS Protocol (BFSP) to interact.

© ISO/IEC 2023 - All rights reserved
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Although there are various forms of FNs involved, FPDU (FNProxy Protocol Data Unit) can be composed
of the following basic fields, which can meet the needs of interaction between two FNProxies. The
designer of FNQoS application system can inherit and expand these basic fields according to the actual
situation. The basic fields of FPDU are: this (Source) FNProxy number, the target FNProxy number, type
of FPDU, requirements of this FNProxy and capability of this FNProxy, as shown below. It is abbreviated
as: FPDU {Sn, GN, FS, Cap, Req}. The designer of FNQoS application system can inherit and expand these
basic fields according to the actual situation.

FPDU

{
SourceNumber; /SN

GoalNumber; /GN

FPDUStyle; /FS

Capability; /Cap

Requirement; /Req

J7

The semantics of the fields in FPDU are as follows:

Semantics of FPDU

{
SourceNumber: Source Number

/The value of this FNProxy's number

GoalNumber :Goal Number

/ In FNQoS systems with more than or equal to three FNProxes, the
goal number (GN) FNProxy of is generally consistent with|the link
order of FLM. This is because the link order in FLM is fixed in #dvance.
FLM records the corresponding GN that can be transferred when the
FNProxy in the FNQoS system fails to sign a contract.

/ However, GN can also change in real time due to the following factors:
the corresponding procedure, the context content, the algorithm of the
special FNQoS system and the corresponding operators used

FPDUStyle:FPDU Style

/IALL, FPRDLIICE ] o1 Lo B ) P | 14 +lb o+ TDNIC l
7 VWV I T DO STy 1IeSatre U, 1, z; o aita—r, rt nreans—tiat rr oostyles are

more suitable for management, operation, intelligence resource, user
and communication domains.

Capability:The FNProxy is given the maximum service capacity

/When the FNProxy provides services for multiple FNProxes, the per-
centage of the capability allocated to each requirement FNProxy can
be obtained according to the needs of the corresponding application
scenarios.

Requirement:Current Requirement of this FNProxy

© ISO/IEC 2023 - All rights reserved 7
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b

The subfield and semantics of rnqnirnmnnf field are as follows:

/It refers to the requirements put forward by the FNProxy to other FN-
Proxy according to the contract value and the FNProxy's own strategy
before the FNProxy executes the new contract.

/ The type and size of the requirements proposed by the FNProxy vary
according to the execution value and execution strategy of the FNProxy.

The subfield and semantics of capability field are as follows:

Requirement
{
Type/ Semantics is the type of requirement

/ Generally, the requirement type is not directly related to the FNProxjy
characteristics. The requirement type of the ENProxy depends on the
effort of the owner of the FNProxy and the strategy for it.

Value / Semantics is the value of requirément

/Value can be expressed either abstractly or concretely. When the rq
quirement is abstract, the abstralt éxpression can give the engineering
meaning result of specific technelogy according to the scene.

7

Capability
{
Type /'Sémantics is the type of capability

/Generally, the type of capability is directly related to the FNProxy
characteristics, so that it can show the service capability of the FNProxy
own characteristics.

wv wn

Value/ Semantics is the value of capability

/Value can be expressed either abstractly or concretely. When the rd
quirement is abstract, the abstract expression can give the engineerinig
meaning result of specific technology according to the scene.

I

4.2.5 Strategy processing scheme in FNProxy

The FNProxy strategy is the action plan that the FNProxy needs in order to be stimulated by the change
when the state of the FNProxy in FNQoS system changes in the life cycle. The default important state is
the output value of the execution engine, but it also encourages designers to develop complex important
states composed of multiple factors and the action plan that FNProxy must respond to.

The execution engine of the FNProxy is affected by the FNProxy's own characteristics, capability,
FNProxy owner and other factors. Any FNProxy will respond to el, e2 and en stimulation separately.
The response action plan is a sub strategy (scheme) that is pre-placed in the FNProxy strategy base
(FSB). The sub strategies are: scheme 1, scheme 2 and scheme n. As shown in Figure 4.

© ISO/IEC 2023 - All rights reserved
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- A
- <Gase >

U Gea>— o

Figure 4 — Frame of strategy processing scheme in FNProxy

his FNProxy should be prepared by the designer in two ways: theAfirst is the response measu
y the FNProxy to the paired FNProxy according to the execution amount after the FNProxy cc

= o o e

equirements.

(an)

n the other hand, when the FNProxy fails to reach a contract through negotiation, the FNProxyj
he unfinished service to another FNProxy selected according to its own situation.

—

4.2.6 Concept of the procedures in BFS

The concept of service effect of BFS can beinderstood as the sum of all the service procedy
dre customized to solve various requirements based on the interaction between two FNPrd
the effect of FNQoS system is shown byall procedures, and each procedure includes a specif
HNProxy sequential messages as fallows:

FNQoS system = {Procedure list}
Procedure = {Sequential message list}

Ithough there are onlytwo FNProxies in BFS, when the purpose and effect of the procedures sy
y the two FNProxieSare different, the interaction protocols between the two FNProxies are g
ifferent. No matter what kind of purpose and effect of procedure in BFS, the protocol of |
hteraction in'BES should include three elements: the change of execution dynamic state of prd
.e. the so-called timing), the FPDU and its semantic change.

or example, in two procedures in BFS, such as the procedure of "start an FNProxy" and the px
f "query an FNProxy", the FPDUstyle fields of the FPDU can be "M" (Management) and "0" (Og

023(E)

res sent
mpletes

he normal service execution. Pairing FNProxies treat their résponse value as their own pprceived

transits

res that
xies, i.e.
ic list of

pported
enerally
NProxy
cedures

ocedure
eration)

espectively. In addition, the FPDU of "start an FNProxy" procedure does not need extended fiel

s, while

= O [N kil o Vil o uille

he FPDU of "query an FNProxy" procedure needs extended fields (see special FPDU in 5.6) to

indicate

that the query method is "INQUIRE", and the primitives and messages involved can be as follows:

Primitive:

Query (result, GN, Method)
Result: all methods and their functions of GN
GN: GoalNumber
Method: INQUIRE
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Message (Query)

{
“Method”: “INQUIRE”

}

The semantics of the field "Method" is to use the public method "INQUIRE" of FNProxy GN. The public
method can let the opposite FNProxy understand its own methods and capabilities.

[72)

After starting, the FNProxy can send a request message to query the other party at any time. In thi
way, all the methods and capabilities of the other party are known at any time.

Query (GN, INQUIRE);

There ate four kinds of basic procedures in the BFS in Figure 5, Figure 6, Figure 7 and Eigure 8. Thie
primitivies and messages that be involved are the following:

Procedure 1: The two FNProxies start individually
Primitivle 1: Init (FNP owner’s Initial value)
Messagd 1 (Init)

{

“Mefthod”: “initialize”

fnp1 fnp2
I I
| |

Init:Activation
Activation

|
|
—
Da—

|

Yee——

Interaction

i

Figure 5 — Procedure started by two FNProxies independently

Procedure=2: QOne awakens the other

Primitive 2:

INIT (FNP owner’s Initial value)
WAKE_FNPROXY (SN, GN)
Message 2 (INIT, WAKE_FNPROXY)
{

“Method”: “initialize”, “request”

10 © ISO/IEC 2023 - All rights reserved
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,J

Hrimitive 3:

STOP (GN)

UPDATE (GN, SN)

Nessage 3 (STOP, UPDATE)

{
“Method”: “Stop”, “Update”

fnp1

Wake
Activation | Activation
L
I
|
|

working

Stop(GN)

et i —

Figure 6 — Waking up the other party's procedureProcedure 3: Stopping’ENProxy servi

fnp2

A\ 4

Update(SN)

(stop service)

ce from

Figure 7 — Procedure of stopping FNProxy serviece

Procedure 4: Calculating harmony degree

Primitive 4:

HARMONY_DEGREE (result, FNP1, FNP2)

Result: Harmony degree

© ISO/IEC 2023 - All rights reserved
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FNP1: FNP1’s information
FNP2: FNP2’s information
Message 4 (HARMONY_DEGREE)

{
“Method”: “Calculating”

Update_to_fnp2(args1)

_Update_to_fnp1(args2)

T
I
|
|
|

N

)
|
|
|
T
|
|

Calculating Calculating
harmony harmony
degree(args1, args2) degree(args2, args1)

Figure 8 — Procedure of calculating the harmony value of SFS

4.2.7 Function invoke descriptions to domains of FNQoS system

The FNProxy should invoke the functions of the six functional domains (see ISO/IEC 21558-2
distribufed in the FNQoS system.) Generally, the functions of these three domains (management
operatign and intelligent resourtes domain) are frequently-used functions supporting the FNQo
system in most cases. Some-functions of these three domains are listed in Annex C for reference.

R

[72]

The FNHroxy includes three engines that can work together: the perception engine, negotiation engine
and the |execution engine. Each engine of each FNProxy in the FNQoS system will use the functions ip
six domgins in realtime according to the FNProxy strategies and requirements.

In an FNQoS system, the cooperation mechanism among the engines in all FNProxies should be the
same. When_the three engines work, each engine in the FNProxy works according to the received
informatien, combined with the FNProxy capabilities and strategies.

The intelligence level of FNProxies should depend on the intelligence level of the function of the
intelligent resource domain. If the FNProxy can access the intelligent resources in the cloud through the
application network (such as the Internet) realized by the communication domain function.

5 Protocol mechanisms in SFS

5.1 Description of SFS

The mechanism of multi FNProxy interaction protocol in BFS is based on the interaction mechanism
between two FNProxies in SFS.
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SFS means that there are more than or equal to 3 FNProxies in the FNQoS system. Its charac
are: there be multiple Bi-S pairs, and the FNProxy needs to report its information to the SFS.

teristics

When the SFS is composed of a mixture of FLMs as shown in Annex D, it is necessary to implement the
link path between any two FNProxies. The FLMs in Annex D are used to service transition path fixed

when service is not meet.

No matter how the SFS is implemented whether with central or distributed computation, d
should set the maximum number of FNPoxies in SFS by combining the characteristics of FNPo
calculating the memory size of nodes. In addition, the fixed FNProxy links of FLM should be

esigners
xies and
used to

jchieve multi-FNProxy harmony (MFHR). As long as the value of MFHR is high, the service-y
nd information update time would be reduced in SFS.

La

.2 Operations by using operator in SFS

h the SFS, the interaction mechanism becomes complicated due to the increase of the nu
NProxy pairs. In this case, the effect of improving the specific target achieved by the SFS will I
han that of the BFS. This constitutes the MFHR. MFHR is realized by multiple FNProxies with
f those FLMs of FIB. FIB is a logical path or channel to realize the interactive exchange of infg
etween FNProxies in SFS. As shown in Figure 9. The component software or hardware that can|
he interaction of multiple FNProxies can be regarded as the bridge between related FNProy
pftware or hardware of this component is implemented based an FNProxy. If there is no link f
NProxies, the FIB does not exist.

v w72 B s il o wll© MK s il w Mav

FNProxy A

Bi-S T FNProxy Interaction Bus

ansition

mber of
e better
the help
rmation
support
ies. The
or these

[o]

ky B

FNProxy A g | p{ FNProxyB FNProxy D | ° o © | 3| FNPro

S !

Strong QoS effects

FNProxy C

Figure 9 — Synthetic FNQoS system (SFS) with FIB

Ih order to facilitate the unification of the design and evaluation methods of various SFS, {
among FNProxies should be solidified into some special FLMs, as shown in Annex D.

[he basis of multiple FNProxy interactions is that a single Bi-S can support a pair of F]
interactions.and the Bi-S technical characteristics. Based on Bi-S, FNProxies in SFS can
slynchronously.

[he analysis to FIB should at least include:

he links

\Proxies
interact

FNProxies supported by multiple Bi-S pairs.

b) The method of FNProxy operating FIB, that should adopt modular idea and be realized by operators.

Analyse the universal interaction model or abstract operation symbol of calculation between FNProxies,

as shown in Figure 10.

© ISO/IEC 2023 - All rights reserved
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For exa
comprelensible formal mathematical operator (see ISO/IEC 21558-2) can-be expressed (the designg
can focy
system 3

Similarl
any FNP

The bas

14

(FN
(FN
(FN
(FN
Self]

Bi-§
FNH

For
Wh

Figure 10 — FNProxy Interaction Bridge (FIB) among multi-FNProxies

mple, when negotiating between FNProxy 1 and FNProxy 3 in‘\Figure 10, the followinig

—

s on developing operation process of the negotiator to reduce the complexity of the FNQofS
ind its development costs):

(FNProxy 1) Operator (FNProxy 3) évolute to:
(FNProxy 1) Negotiator (ENProxy 3)

p, in the FNQoS system, the binding, identification, registration, and Bi-S operations betweep
roxy A and any FNProxy B, even FNProxy A operating on itself can also be written as follows:

Proxy A) Binder (FNProxy B)

Proxy A) Identifier (FNProxy B)

Proxy A) Registry (FNProxy B)

Proxy A) Bi-S (FNProxy B]

Operator (FNProxy A)

c calculation meaning of operators Bi-S, binder, identifier and registry should be as follows:

"(FNProxy A)Bi-S (FNProxy B)" refers to comparing the type and size between FNProxy A and
roxy B respectively.

exaniple, the result of the operator can be defined as the enumerator {(0, 0), (0, 1), (1, 0), (1, )}
e-the formula "(FNProxy A) Bi-S (FNProxy B)" is operated, if the value of the formula is (0, 1),

ther

Tttty

serve FNProxy A.

"(FNProxy A) Binder (FNProxy B)" refers to both FNProxy A and FNProxy B have fixed service
requirements, that is: they do not participate in the possible dynamic service transition activities in
dynamic perception in the SFS.

Identifier: (FNProxy A) Identifier (FNProxy B) refers to the technical process of identity
determination between FNProxy A and FNProxy B. The calculation result of this operator is the
current information and state of the two FNProxes if the identities of both parties are proved to be
valid.
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— Registry: (FNProxy A) Registry (FNProxy B) refers to two parties registering their own information
with each other in the case of no central FNProxy in SFS.

— Negotiator: (FNProxy A) Negotiator (FNProxy B) refers to the operator in which two FNProxes sign
contracts with each other according to their own strategies after Bi-S operation in SFS.

— Self-Operator: Self-Operator (FNProxy A) refers to each FNProxy has its own process of variation.

The actual meaning and application effect of each operator can be customized according to the actual
needs of the specific FNQoS system. BFSP is used in operator operation. See Annex B.

jor Bi-S operators, such as for hybrid FLMs in FNQoS systems, the link path between any twe FlNProxies
re implicitly established during the transition of FNProxy to the next FNProxy. Figure(lil“sHows the
drocess of three consecutive transitions (A->B, B->C and C->D). Once the FNQoS system is'runijing, any
tiwo FNProxies (for example, FNProxy A and FNProxy D) have implicitly realized the,opéeration|effect of
three transitions in “A Bi-S D”. If necessary, special management software can be-designed tq extract
the link path (A -> B -> C -> D) through multiple FNProxies in FLB.

Bi-S
FNProxy A | ' »| FNProxy D

Operation effect of 2 A Bi-S DA above Equal to thea A Bi-S BAka B Bi-S CA and a C Bi-s DA bdlow
Bi-S

FNProxy A <_'_> Bi-S
FNProxy B

—f> Bi-S
FNProxy C

FNProxy D

Figure 11 — Path of FIB linked by Bi-Ss under multi-FNProxy

5.3 Service transition by ENProxy strategy or FLM

3.3.1 Description of FLMfor FIB

here are three FL:Ms/specified: centralized, fully distributed, and hierarchical modes, which can
hoose to use when\implementing a particular FNQoS system, as shown in Annex D. People can|develop
LB technical doguments based on but not limited to the three FLMs in Annex D that can be|used by
evelopers fowtheir own FNQoS systems.

Q. o =]

he SFS'should record the necessary information of the FLM, including the type, structure,|and the

umbér-of real-time FNProxies of the FLM, as well as the detailed log of each FNProxy's work| The log

ontents include any FNProxy in the FNQoS system, the necessary state information of all dctivities

Fom activation (fram start-ENQaS sustem tao stan the ENQaS sustom) Thigs state informatia h should
AEE MRV EE U AR TEEEEEETR JEEEEREE i S AR JEEERRE TR EEE btk

include service transition paths and changing history of requirements (services).

- 0 =5 ]

5.3.2 FNProxy strategy or FLM determining the service transition

Any FNProxy in SFS needs other FNProxy’s services on its FLM: Any FNProxy of the SFS in Figure 12 has
the same work principle and steps. For example, FNProxy A1 includes the following steps: the perception
engine P1in FNProxy A1l processes the received real-time interference I1 and real-time preference RP1,
then after the processing of negotiation engine N1 and execution engine E1, FNProxy Al generates the
requirement R1 of FNProxy A1l according to the execution value E1 and strategy S1. The meaning of
FNProxy personification is: FNProxy A1l's E1 means that FNProxy A1 has paid consumption or expense
for E1; FNProxy A1l hopes to get a reward for R1.
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Which FNProxy in FLM serves the requirement R1 generated by FNProxy A1 in SFS depends not only on
the above steps of generating R1, but also on the FLM adopted by FNQoS system.

As shown in the dotted line with arrow on the left from R1 to P2 in Figure 12, the type of requirement
R1 is consistent with the type of capability of FNProxy A2, i.e. FNProxy A2 serves FNProxy A1l. Since P1
of FNProxy Al is R2 of FNProxy A2, both FNProxy A2 and FNProxy A1 serve each other. This constitutes
the Bi-S case. The service effect or harmony degree between FNProxy A2 and FNProxy Al with Bi-S is
higher than that without Bi-S.

As shown in the dotted line with an arrow on the right from R1 to Pn in Figure 12, FNProxy An serves
FNProxy Al. Because of service transition, the number of FNProxies in FNQoS system is increased from
2 to 3. FNProxy An is an FNProxy in FNProxy link graph of FLM. The type of the capability of FNProXly
has been set by the designer in advance to be consistent with the type of requirement R1 at thistime. [n
other words, FNProxy An is preset to serve FNProxy A1l in advance.

The implementation mechanism of FNProxy link of FLM is not specified.

Whether the FNProxy An in SFS can serve the requirements generated by FNProxy A1 depends on t
uncertainty of the calculation results of the internal dynamic operation steps of\ENProxy A1l and t
FNProxy linking mechanism of FLM adopted by FNProxy An. The dynamic werking process of these
mechan|sms, together with their FPDU fields and field contents, supports.the protocol of interactioh
betweer) FNProxies.

FNProxy Al / FNProxy A2 \ FNProxy An

Start

T
MR - HIHE
2, |

/ LC

Start

1
[
I
I
I
-

e
w
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\

\

\
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\ ~
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\ N
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Figure 12— FNProxy strategy or FLM determining the service transition

5.4 S¢quence diagram overview related to SFS

5.4.1 General description of sequence diagram to SFS

From the perspective of FNProxy owner, observer of SFS and other roles, this subclause expounds some
basic sequence technologies that can be involved in multi-FNProxy interaction. This can be used as a
reference to design appropriate FIB details and to improve the comprehensive effect of the SFS. Multi
SFSes are referenced in Annex E.

Figure 13 shows the sequence diagram related to the SFS. Figure 13 shows the sequence overview
diagrams of related FNProxies observed from the perspective of owner of FNProxy fnp-1 during the
operation of SFS.

The development of a unified FNProxy naming method is recommended.
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Although the whole picture of the interaction of the protocol mechanism of all FNProxies is not seen, it
is understood from the perspective of one FNProxy.

5.4.2 Main elements in the sequence diagram

5.4.2.1 Timing

In SFS, FNProxy fnp-1, fnp-2, fnp-n and fnp-m stimulate each other according to the link mode of
predeterminate FLM they use to form this SFS with predeterminate dynamic characteristics. It also
ifcludes the dynamic characteristics stimulated by the FNProxy's predetermined strategy.

The sequence diagram overview of SFS shown in Figure 13 mainly shows the activity relationship with
dther FNProxies from the perspective of working process of FNProxy fnp-1.

d) The start of fnp-1 includes the personalized start of perception engine, negotiation engine and
execution engine.

H) The three engines then repeatedly perform the tasks in sequence. When the perceived reqyirement
type is a new type, it will be transited to FNProxy fnp-m; if it is ndot,a new type, but fnpf1 is not
capable enough, it will be transited to fnp-n; if it is within the scope of fnp-1, it will be exefuted by
fnp-1.

When the FNProxy fnp-1 is executed, which fnp-1 should be,asked for requirements is relatgd to the
HLM of the SFS and the execution strategy ES1 in Figure 12-By default, fnp-1 requires FLM to transit to
d fixed FNProxy. However, if the execution strategy ES1 @Pfrip-1 is different from FLM, it is possible to
transit to FLM’s other FNProxy.

If fnp-1 perceives that the requirement comes frol¥ FNProxy fnp-2, and the execution strategy ES1 of
fhp-1 requires that the FNProxy serving fnp-1 is\also fnp-2 (i.e. the requirement of fnp-2 comes from
fhp-1), then the FHR value of SFS composed of\FNProxy fnp-1 and fnp-2 can be very high, as shown in
Annex G.

The three engines are closely related to~FNProxy fnp-1. The three engines working independéntly are
dlosely combined to form FNProxy. fiip*1.

The roles that interact with the SFS are: fnp-1 owner user, SFS observer user and party of "reqyirement
nd environment change". These roles can interact directly with the SFS.

4.2.2 Transition strategy of negotiation

hen requirements-are a new type, either it will not be able to reach a contract, or it can tfansit to
NProxy fnp-m{This depends on the negotiation strategy of the FNProxy.

hen the requirements are not of a new type and the contract/capability is insufficient, thenl|it either
ill not be.able to reach a contract, or it can transit to FNProxy fnp-n. This depends on the negotiation
strategy-of the FNProxy.

54.2-:3—Startupof the SFS-itself
The third party (observation of SFS) sends the message to start SFS.

The owner of fnp-1 sends the start message and starts its three engines. The owner of other FNProxies
also sends out to start their own FNProxies.

5.4.2.4 Engine operation

For the sake of realize the normal operation of FNProxy fnp-1, the perception engine, negotiation engine
and execution engine work in sequence.
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5.4.2.5 SFS output contribution

FNProxy fnp-1 reports the information data of the current engines to the observer when it runs
repeatedly. At the same time, SFS calculates the value of contribution rate of each FNProxy in real time
(see Annex A).

5.4.2.6 SFS stop operation

The SFS can stop the operation only when SFS observer or FNProxy fnp-1 sends a message to terminate
the operation

5.5 Narrative of Al dynamically enabling interaction

5.5.1 [General

O

The FNQoS system has the dynamic property of an Al enabling effect. It is caused by-the following tw]
aspects:

[72]

a) whdn the FNProxy link topology of FLM changes over time, the comprehensive effect of FNQo
system will change dynamically;

j=ni

b) the fynamic adaptive process of FNQoS system caused by the dynantic perception of engine of eac
FNHroxy.

The a) pbe addressed by SDO setting relevant technical documents, while the b) be addressed in
combindtion with practical scenarios.
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Figure 13 — Sequence overview diagram from fnp-1 aspect of SFS

5.5.2 Dynamism caused by FNProxy link topology change

This is better suited to developing dynamic Al enablement effects for point-to-point (end-to-end)
communication when there are only a pair of FNProxies of simple link topologies.
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When it

is an interactive mechanism among multiple FNProxies, it is more applicable to base Al on a

wide range of interconnection system applications. Using AIEN method can develop more new network
forms, even dynamic semantic networking based on semantics.

The dynamic effect of FNProxy link in FNQoS system is aimed at MFHR, which is similar to the dynamic
interaction effect of social crowd. See Annex F.

5.5.3 Dynamism by driving the external environment

The FNProxy perceiving the external dyn:\micm of environment triggers the dynqmicm of the ENQoS

system.

a) Trampsition of FNProxy service not only changes the number of FNProxy links in the FNQoS§ysten,

but

b) Wh

shotild form a dynamic process according to its own strategy. The result of progessing can lead t|

dyn
FN(

In the F
to be se
services

5.6 Gq

This suh
Figure 7
for FNP1

By extr
framew
be solve

The gen
— the
— the
— the
— the
— the

— the

That include:

hlso brings dynamic changes to the link topology of FLM.

ot

en FNProxy senses that the context changes the FPDU field of FNProxy in FLM.in'real time,

=}

hmic changes of dynamic links, and corresponding processing methods should be reserved fqg
oS.

—

NQoS system, the Al dynamically enabling interaction makes it possible for some FNProxies
rved multiple times. FNProxies in the FNQoS system are required to participate in multiple
so that the FNQoS system is trying to achieve the best possibleservice effect. See Annex G.

pneral framework of SFSP

clause resolves the 12 FNQoS requirements listed ih'the second half of ISO/IEC 21558-2:202]
(titled architectural model and supported FN reguirements) and provides a unified framewor
oxy-based FNQoS protocol generation.

N o~

acting the corresponding FNProxes from&the FNQoS requirements and referring to the
brk method, the problem of customization of QoS protocols in FNs and traditional networks cap
d.

bral protocol framework of FNQgS requirements includes the following aspects:
hame of FNQoS system;

hame of a Procedure in the FNQoS system;

hame table of FNProxes participating in the interaction in the Procedure;
protocol namelof FNProxy interaction;

special fieldSTequired by the FNQoS protocol;

neaning of each field;

— the

[ime sequence generated by the method function of the domain or a group of operators.

Framework of SFSP

{

FNQoS system_name;

Procedure_Name;

Names_of FNProxies_involved;

Protocol_Name;

Special_FPDU;

20
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Semantics of Special_FPDU;
Timing based on special_FPDU;
I
This FNQoS protocol framework implies the following:

— the FNQoS system contains multiple Procedures;

— each Procedure contains mn]fip]p ENProxvinteractions:

— the different interaction forms of these FNProxy constitute the special protocol of interactiqn effect.

v w]

NQoS protocol refers to the synthesis of these special protocols. The effect of FNQoS8)syStem fefers to
he comprehensive effect of these special protocols in work.

—

Among them, special_ FPDU is an extension of FPDU field for FNQoS requirements!
Special_FPDU

{

FPDU;

Feature_Field_List; / feature field list of Future Networkréquirements to improve QoS.

}

The feature field list is extracted from the following.aspects by the designer's experience. Namply:

v w]

eature_Field_List = {FNQoS requirement name,\ist of key technology problems to be solvef, list of
borking environment scope, list of objectives;list of working parameters}.

<

The reference method steps of customizing the protocol to improve FNQoS for special requirenjents are
shown in the Figure 14.
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Start
-According to the specific
requirements of FN, the method of
improving QoS is customized

Extracting N-FNProxes in
requirement environment
Initialization of each FNProxy's capability,
perception, negotiation and execution strategy

Determining M-pair Bi-S based on
requirement analysis

v

Set M-sets (special PPDU) for
M-pair Bi-S

:

Developing N sets of application scenarios
through FNProxy interaction

v
. v

Software implementation of functions related to FNProxy are summarized
FNProxy and their interaction as corresponding special operators

Is.the effect of improving No

QoS satisfactory?

v v

Determination of Determination of
special FPDU special operators

| |
|
L]

End
-this is a method to meet the specific
requirements of FN's QoS improvement

Key

N  The number of FNProxies in FNQoS system. Each FNProxy has the ability to provide services for specific
FNProxy, and also has the ability to put forward requirements to other FNProxy.
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M  Thenumber of pairs of FNProxies serving each other in N FNProxies. These pairs of FNProxies will be considered
to form the FLM of the SFS. When N is 2, SFS becomes BFS.

Figure 14 — Methods of improving the QoS of FN by customization of requirements

The method described in Figure 14 is not limited to more than 12 FNQoS requirements mentioned in
ISO/IEC TR 29181-8, but can follow this general FNQoS protocol framework. See Annex H for details of
the generation process of FNQoS protocol of each FN requirement.
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Annex A
(informative)

Representation reference of FNProxy collaboration effects

A.1 General

This anfex includes two reference methods of evaluation calculation of FNProxy collaboration effects
to the FINQoS system. The former can be used for rapid deployment, while the latter needs to,adjust thie
impact fpctor value according to the characteristics of the FNQoS system.

A.2 Reference calculation method based on real time contribution rate

Definitign

The Vedt represents the vector formed by the state of each FNProxy .of\all FNProxies in the FNQoS
system. [The value of the state can usually be the service, capability, attribution, parameter of FNProxy.

That is:

VeCtFNProxyX :ﬁX ,X:1,2,3,"'

T
Bx 3 (axl 'axz'ax3""'axn) =123,

where
Vectlzyproxy, isavector formed by the state of each FNProxy in the FNQoS system. The Vectpypyy,
can also can be indreated as f3, ;
X is the sequenceiumber (1,2,3,---) of FNProxy in FNQoS system;
ay; is the state-value of the x-th FNProxy at time i.

Here, the ellipsis indicates‘that there be multiple FNProxies in an FNQoS system, every FNProxy ha
multipld dimensions.

v

a). Bas]c FNQoS ssystem (BFS)

Therer gre intetactions between two FNProxies in BFS. In case of: each providing only one service.

DefinitignrXThe state value of two FNProxies at the initial time 0 is:

T
BX—SOZ(axl_sO 'axz_so)

In order to facilitate, here the (ay; 50,052 50 )T can be understood as FNProxy capability value in
practical application.

Definition 2

The state value of two FNProxies at time i is two elements of vector. State value at statei (a,q 4,057 o !
can be understood as real services.
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That is
' T
ﬁX_SI =(GX1_51' raXZ_Si )

So that, each FNProxy's contribution rate and weight to the BFS at time [ can be expressed as followings.

Contribution rate of FNProxy 1 to the BFS at time i:

a1 so—axq sl

TXT

”axl_sO ||

(lontribution rate of FNProxy 2 to the BFS at time i:

||ax2 s0 ~Ux2 i “
hfo = - =

llay, soll
(Jontribution rate of FNProxy 1 to the BFS at time i related to the weight:

llay1 s0—ax1 s ll
2
D llay; o —ax_sill
Jj=1
(Jontribution rate of FNProxy 2 to the BFS at time i related to'the weight:

thxl =

H axZ_sO _ax2_si H
2

ZIIan_SO —axj _si||
J=1

armony value/ degree of the BFS at time i:

Whfyp =

—_t

2
H=) whfy; *hfy
j=1

). Synthetic FNQoS

o

There are interactions among n FNProxies in SFS, in case of each providing only one service.
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The state information of FNProxy in initial time (recording FNProxy capability):

T
Bx_s0=(ay1 50,9%2 50,»%xn_s0)

FNProxy state information at time i:

The con

The con

The har

A3 R

Accordi
customife FNQoS system based on the harmonious effect of FNProxy interaction. Since the number of
FNProxies extracted from different fields, the centent of FNProxies, and the interaction protocol will nqt
be the same, the impact factor of the harmonyreffect should be set according to the application scenarig.
When the the number of success negotiations and transitions is different during the interaction, t
correcti
FNQoS 5

b) The

Definitign: impact factor. The impact factor of FNQoS is called as IQS.

hfyg

WA,

H=

. T
Bx_si=(ay1 i Ax2 sirAxn si)

) e = L£LNLD . ) QI C e -
TTUULIVIIN TAIT U TINT TUA Y J LU LT OI'S dU LIIIT 1.

B llay;_so —ay s |l

” an_SO ||
ribution rate of FNProxy j to the SFS at time i related to the weights:

”axj_sO _axj_si “

Yllay o —ay_sill
j=1

mony value/ degree of the SFS at time i is:

n
D> wir; *hfy;

=1

pference method based on statistics and‘dimension weight of the FNProxy

g to the actual requirements of information systems in different fields, developers cah

bn coefficient is further set for.the impact factor, so that the harmony measurement of the field
ystem can be more consistent\with the requirements.

impact factor of the FNQoS system during FNProxy interaction

That is:
N oy (N >0,N3 >0)
N AN VN>V, N3
where
N¢ is impact factor according the various field;
oy
Ny kN,
Ny is in FNQoS System, FNProxy interact dynamically with each other, the number of
successful negotiations;
N, is the number of FNProxies in the FNQoS system;
N is the number of FNProxy service transitions in FNQoS system;
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Ny is in FNQoS system, the number of successful negotiations that can be reached after
only one negotiation;

k is correction factor of FNProxy service transitions times in FNQoS System;
. N,
Y is y= 4,
N,

It is called correction coefficient, it can have different values according to the actual
situation in FNQoS system;

0 is the maximum value of complexity of FNProxy linking toplogy environment ||n FNQoS
system for a specific field based on statistics and experiments;

o is value of complexity of FNProxy linking toplogy environment\in FNQoS|system.
When the FNProxy linking toplogy environment is difficult toréach a contract, it can
take any value greater than zero and less than 6, that is 0 <.00<0; When the FNProxy
linking toplogy environment is so ideal that it is easy to-reach a contract, it pan take
any value greater than 0, thatis o > 0.

When N, = 0, the impact factor of FNQoS is 0.
When N3 = 0, it indicates that no FNProxy service transitionsioccurred, the impact factor qf FNQoS

1S

Nl
—oy N, >0
Nz ( 2 )

h). The quantized value of FNQoS

—

he quantized value of FNQoS is called the degtee of harmony, that is

n w
IQSZnihfx,x=1,2,3,m,n

x=1
Z Wh,
x=1

'here x is the sequence nuniber of FNProxy in FNQoS system.

<
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By _si : The specific state vector of FNProxy x in state i,1=1, 2, 3, ---
T
Bx_si :<ax1_si WAy 9Ax3 0Oxq 0 Axs 0Oxe o lxn )
BX_S]- : The specific state vector of FNProxy x in statej,j=1, 2, 3, -

T
Bx_sj :(axl_sj Wy sjrUx3_sjrAx4_sjr19x5_sj1Ax6_sj» 1 Uxn_sj )

Weight fatrix
wiy] O O 0 0 O 0
0Ol w,, 0 0 0 O 0
0| 0 w3 0 0 O 0
0| 0 0 wy O O 0
0| 0 0 0 wg O 0
0] 0 0 0 0 wg 0
0 0 0 0 0 0 - w,
where, ?Eil, Wo, W3, Wy, W5, We, =+, W, Tepresent the Wei_ght (?f each’ dimension of the FNProxy vectdr
respectively, their values depend on the FNQoS system situation:
||Wﬁx_51 -Wp,y || is the size of state transition vector ofthe FNProxy x, to some extent, it can refleqt

the extent of FNProxy service transitions, the size of itis proportional to the FNQoS.

n
Z”Wﬁx_si Wy || is the sum of all FNRroxy services.
x=1
The confribution rate of FNProxy x in FNQQS system is
| WB« i ~WB

n
2 WB, s -WBy g
x=1
In FNQof system, the cofitribution rate of each FNProxy can be expressed as hfy, hf,, hfs, -+, hf,

B L

o
x=1

where W,,.’ represents the weight of FNProxy x contribution rate

hfy

N o Wiy
Normalization of FNProxy x weight is B

Z thX
x=1

noow
h
The contribution rate of all FNProxies in FNQoS system is Z%hfx .

x=1
2 Wiy,
x=1
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Annex B
(informative)

Bi-S operator Example between two FNProxies with C++

==

0.1 General

he following codes follow the programming languages in ISO/IEC 14882. It describes how t
he Bi-S operator for the FNQoS system to achieve C++ polymorphic operations of abstract in
nder different QoS FNProxies. Polymorphic operations can be used to the main pgocess of neg
inding, identification, registration and administration of FNProxy pairs with BiS.

oo o 3

]

3.2 FNProxy virtual function for overload

class FNProxy { virtual interface(); }

B.3 FNProxy_A and FNProxy_B inherits from FNProxy

class FNProxy_A: public FNProxy
{/*overload
virtual interface () { /*FNRtoxy_A's all methods };
J7
class FNProxy_B: publie ENProxy
{/* overload

virtual(interface (){/*FNProxy_B‘s all methods };

b

B.4 Maintaining the globe Bi-S operator in FNQoS system

The following functions can be used to the main process of negotiating, binding, identi
egistration, and management of FNProxy pairs with Bi-S.

—

void Bi-S(FNProxy *a, FNProxy *b)

b design
terfaces
otiation,

fication,

{

a->interface();/*

b->interface();/*

function(); /*negotiating, binding, identification, registration, and management of

Bi-S pairs.
}

© ISO/IEC 2023 - All rights reserved
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Figure B.1 shows the reference flow of an FNProxy that adopt the Bi-S operator whenyit"is newly
bd into the FNQoS system and makes contributions to the FNQoS comprehensive behavidr

register
effects.

30

/* start FNQoS system
void main (){

FNProxy_A a; FNProxy_B b;

FNProxy *p_a=&a, *p_b=&b;

Bi-S(p_a, p_b);

}

FNproxy Register

=

Bi-S of FNQOS
system

Yes

Store data
information

\ /
Interastion
amofngFNProxies

Sucessful
interaction?

End |
A

Solution result
data base

A

Store intéraction
result data

Greater than
historical
effect?

Record the
result

i

Solution
optimization
certer

Evalution standard
of FNQoS

A

Data management
certer

A

AV4
v I'TS

Information

No

update complete

Store time of
interation among
FNProxies

Figure B.1 — Flow chart of FNProxy registering in FNQoS system
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Annex C
(informative)

Methods for the domains

wld hava
£ AAJ IIVvT LUAJ JITUUTU TITOV O,

=

Both required and public methods: The invoked INQUIRE method. Other methodsccan
either be required or optional (Required |Optional), depending on the situation.

H) Requirement type base: can be stored locally or in the associated cloud server that can be 1
accessed by the FNProxy.

Algorithm base: the algorithm base can be used by three engines. At the very least, it can|
for the analysis and processing of requirement data types by FNProxy pérception engines.

he method and function description in Table C.1 can be used when designing specific pej
egotiation and execution engines.

he functions of FNProxy domain are designed and placed in€ach FNProxy. Table C.1 shows thg
inctions of the other five domains.

Table C.1 — Reference methods forthe FNProxy related domains

e set to

emotely

be used

ception,

general

Method namef

Description

Possible domains

NQUIRE

GET-REAL-INFORMATION
SET-INITIAL TYPE
SET-CAPABILITY
PET-EXECUTION

et-SEPARABILITY-MEASURE

PERCEPTION TYPE&VALUE
TRANSIT-TO-FNPm
NEGOTIATION

TRANSJF TO FNPn

Inquire FNProxytinformation. The information
includes serwice FNProxy’s all methods and capa-
bility and.so'on. This method is Open, Required to
all FNProxies.

Get.the real IQS information from FNQoS system
Set initial type of perception

Set FNProxy capability for service

Set service parameters for execution

Get Classification separability measure of require-
ment type

Get type&value of requirement | environment
Transit to fnp-m FNProxy which there is new type
Negotiate with fnp-x

Transit to fnp-n FNProxy that It can complete the
service

Ma

T T N

ub e

<< X

< <X

0d

< <

RS S S

Ie

R

M: management

b U:user
¢ C:communication
d  0:operation

¢ I:intelligence resource

scenario.

Add-Service,

Al-Analysis.

Remove-Service, Add-Requirement,
Strategy, Edit-Strategy, Get-Services, Get-Requirements, Get-Negotiations, Get-Execution, Update-Value, Get-Knowledge,
Set-Knowledge, Set-Strategy, Set-Capability, Inference, Get-Negotiations-Nums, Get-Run-Strategy-Nums, Get- Capability,
Get-Num-Transiton, Get-Harmony-Degree, Get- Capability -Change-Num, Calculate-Data-FNQoS, Storage-type-Date, Data-

Remove-Requirement,

Edit-Requirement, Add-Strategy,

f The method names listed below be selected and used by designers in making of specific FNQoS systems based on the

Remove-
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Table C.1 (continued)

Method namef Description Possible domains
UPDATE CONTRACT& EXECU-  Update fnp-x contract & execution information V v oY
TION
UPDATE FNP1 Update fnp-1 information from FNQoS system v v
a  M:management
b U:user
¢ (C: copmunication

d  0: ogeration

¢ I:intplligence resource

f The nethod names listed below be selected and used by designers in making of specific FNQoS systems based on th¢
scenario.

Add-Servlice, Remove-Service, Add-Requirement, Remove-Requirement, Edit-Requirement, Add:Strategy, Remove}
Strategy,| Edit-Strategy, Get-Services, Get-Requirements, Get-Negotiations, Get-Execution, Update-Value, Get-Knowledggd,
Set-Knowledge, Set-Strategy, Set-Capability, Inference, Get-Negotiations-Nums, Get-Run-Strategy-Nums, Get- Capability,
Get-NumiTransiton, Get-Harmony-Degree, Get- Capability -Change-Num, Calculate-Data-FNQoS§,Storage-type-Date, Data}
Al-Analy$is.

32
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Annex D
(informative)

FNProxy Link Modes (FLMs) for SFS

023(E)

.1 General
hose FLMs in Figure D.1, Figure D.2 and Figure D.3 can be referenced, also the mix of them car| be used
s FNProxy linking with Bi-S in SFS.
o matter which FLM is suitable for SFS, the working strategies of each FNProxys’engines in [FLM are
etermined by the goal of FNQoS system. When FNQoS works, although the FNProxy link ¢omplies
ith FLM, each FNProxy can be set to corresponding working (perception; negotiation and execution)
strategies when it is started.
.2 Centralized FLM
The centralized FLM is equivalent to FIB and shown in Figuréd.1.
FNProxy A FNProxy B
FNPI‘OXY F FNProxy C
FNProxy E FNProxy D
Figure D.1 — Concentrative FLM
.34 Full distributed FLM
[he futtdistribute FEM isshown in Figure D-2Z-
33
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FNProxy A [* ™| FNProxy B

FNProxy F <W> FNProxy C

FNProxy E || FNProxyD

Figure D.2 — Full distributed FLM

D.4 Hjerarchical FLM
The hierjarchical FLM is shown in Figure D.3.

FNProxy A

/\

FNProxy B FNProxy C

/\ T

FNProxy D FNProxy E FNProxy F FNProxy G

Figure D.3 — Hierarchical FLM
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