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Foreword

[SO (the International Organization for Standardization) is a worldwide federation of national standards
bodies (ISO member bodies). The work of preparing International Standards is normally carried out through
ISO technical committees. Each member body interested in a subject for which a technical committee
has been established has the right to be represented on that committee. International organizations,
governmental and non-governmental, in liaison with ISO, also take part in the work. ISO collaborates closely
with the International Electrotechnical Commission (IEC) on all matters of electrotechnical standardization.

The procedures used to develop this document and those intended for its further maintenance are described
in the ISO/IEC Directives, Part 1. In particular, the different approval criteria needed for the different types
of ISO document should be noted. This document was drafted in accordance with the editorial rules of the
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Introduction

E-commerce has evolved rapidly and flourished globally in recent years. Due to its global and complex supply
chains, it brings new challenges to goods quality compliance, anti-counterfeiting, goods recalls and more. As
such, buyers, E-commerce platform operators and government agencies, etc., increasingly demand clarity
about goods in E-commerce supply chains. The increasing global demand for both proven goods compliance
and greater transparency on goods information provenance is best supported by establishing suitable goods
traceability and linking appropriate quality assurance information throughout the supply chain.

A shared view of traceability and related goods quality information can provide reliable and sufficient
information about the goods quality statements to all relevant participants of E-commerce. Buyers can
be enabled to make better informed consumption choices. E-commerce platforms operators, government

agencies and other relevant stakeholders can be empowered to better manage goods quality risk

NOTE )i

document includes some participants that are not mentioned within ISO 32111, such as regulatory’agen

service proy

This docur
assurance
models an
chains for
consensus

or the purposes of the complete coverage of the activities of traceability information s
riders and customs brokers, etc.

hent focuses on the general process of sharing traceability information-related to go

| means of data sharing. To establish effective and resilient traceability in E-commg
Huality assurance, the specific requirements for data capture and data sharing are de
with agreed terminology and methodology.

5.

haring, this
cies, quality

bds quality

in E-commerce. This document makes reference to existing integnhational standards for data

rce supply
veloped by

© IS0 2024 - All rights reserved
vi


https://standardsiso.com/api/?name=193c98f8f28f0bdd2dd3d8bc9b77cbf9

International Standard

ISO 32120:

2024(en)

Transaction assurance in E-commerce — Guidelines on
sharing goods quality assurance traceability information in

E-com

merce supply chains

1 Scope

This docur
in E-comm|

hent provides guidelines for sharing traceability information related to goods quality
eree.

This document illustrates the generic process for establishing traceability for goods ‘quality

addresses
provides 1

This docun

2 Norm

The follow
requireme
the latest ¢

[SO 32110,

3 Term

For the pui
ISO and IE
— IS0 On
IEC El¢

31

critical tracking events (CTEs) and key traceability information in the E-eommerce ¢
ethods for sharing the collected traceability information.

nent is intended to be applied to E-commerce supply chains only.

ative references

ng documents are referred to in the text in such a way that some or all of their content
nts of this document. For dated references, only the edition cited applies. For undated
dition of the referenced document (including any amendments) applies.

Transaction assurance in E-commerce — Vocabulary

s and definitions
poses of this document, the terms.and definitions given in ISO 32110 and the followin
[ maintain terminology databases for use in standardization at the following addresse

line browsing platform;.available at https://www.iso.org/obp

ctropedia: available@bhttps://www.electropedia.org/

goods quallity statement

statement

3.2
traceabilit

Fhat declares-that the quality of goods conforms with specific requirements

Ly

assurance

assurance,
ontext and

ronstitutes
references,

b apply.

2]

ability to e

ther trace or track, or both, the history, application, or location of an object in the supply chain

[SOURCE: ISO 9000:2015, 3.6.13, modified — "either ... or track, or both,” and "in the supply chain” added,
notes to entry removed.]

3.3

critical tracking event

CTE

critical business traceability event which is the source of traceability data

© IS0 2024 - All rights reserved
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3.4

identifier

ID

unambiguous, unique and linguistically neutral value resulting from the application of a rule-based
identification process

Note 1 to entry: Identifiers shall be unique within one identification scheme. In case of more than one applied
identification scheme, linkages between the identifiers should be created. More details are discussed within 7.4.

Note 2 to entry: An identifier is a linguistically independent sequence of characters capable of uniquely and
permanently identifying that with which it is associated.

[SOURCE: ISO/IEC 15944-1:2011, 3.27, modified —"ID” added, Note 1 to entry modified to include information

. “ n n : n n
about linkages-andreplace—must—with—shal—]

3.5
business information entity
piece of bufiness data or a group of pieces of business data with a unique business semantic defirlition

Note 1 to enftry: A business information entity can contain one or more entities.

[SOURCE: ISO 15000-5:2014, 3.12, modified — The original notes to entry deleted,a new note to enjtry added.]

4 General principles
4.1 Principles for traceability

4.1.1 Gepneral

Adherencelto the basic principles of traceability in 4.1.2:t0 4.1.6 can assist participants to obtain precise and
sufficient information about goods quality statement(s).

4.1.2 Compliance

Collection,| retention, use and sharing of ‘traceability data should fulfil considerations of all|applicable
requirements.

4.1.3 Transparency

The tracedbility data should. be enabled, open, comprehensive and in an understandable format for all
participants.

4.1.4 Pre-defined-traceability

The criteria, méthods and procedures for the implementation of traceability should be agreed upon and
communicated ‘amongst traceability participants to ensure the accurate and timely collection| recording

and sharink-efnecessaryinformation:

4.1.5 Unambiguous identification

All traceable objects should be identified uniquely and permanently to provide certainty and precision for
traceability:.

The identifiers of these traceable objects should provide necessary references to each other to establish
traceability chain.

© IS0 2024 - All rights reserved
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mpetent documentation and recording

All information related to significant traceability events and verification of the quality statement should be

recorded a

4.1.7 Su

ccording to agreed rules and procedures.

stainability aspects

Should sustainability related concerns, such as carbon emissions associated with the logistics process,
recycling of the goods or goods materials, be considered, related information should be taken into account.

4.2 Principles for information exchange

4.2.1 Ge

Adherence
sharing of

4.2.2 Inf

All informd

4.2.3 Inf

All informa

4.2.4 Inf

All inform§
processabl

4.2.5 Inf

The relatedl technologies, solutions and systehis should be compatible with the future change of

formats an
for exchan

4.2.6 Inf

Requireme
participan

4.2.7 Pr

Personally
collection,

neral

to basic principles for information exchange in 4.2.2 to 4.2.5 can assist efficiéntan
Fraceability information among all participants.

ormation integrity

ition should be accurate, complete and consistent.

ormation authenticity

ition should be verifiable and consistent with what it claimsto be.

ormation interoperability

tion should be exchangeable among participants'as long as they are predefined, stru
e by applications.

ormation scalability

d granularity, applications in various scenarios, or other factors that can affect the i
re.

ormation security

nts and procedur€s for accessibility, use and protection of information, as agre
s, should be folowed in traceability implementation.

jvacy

identifiable information for traceability purposes should be protected to avoid any un
usée, retention or disclosure.

d effective

ctured and

data types,
hformation

ed among

Authorized

5 Context of supply chains in E-commerce

5.1 Overview

E-commerce supply chains mainly consist of the following key processes:

— upstream supply, in which upstream suppliers (e.g. manufacturers, distributors, wholesalers, retailers,
sellers) provide goods or goods information to E-commerce operators for sale;

— goods transaction, in which buyers purchase goods from sellers via E-commerce platforms, which can
involve goods information release, order placement, order confirmation, payment, etc.;

© IS0 2024 - All rights reserved
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logistics, in which logistics service providers provide transportation services for supplied goods and can
include non-cross-border transportation, cross-border transportation and delivery, etc.;

customs clearance, in which imported or exported goods are processed through customs authorities in
accordance with required procedures;

NOTE Customs clearance can involve customs declaration, inspection clearance, and dialogue with customs
authorities.

warehousing, in which either the exporting or importing country warehousing service provider, or both,
store goods for transportation and can involve picking, packing, distributing, inventory management, etc.;

after-order-placement, in which E-commerce operators provide services and supports to buyers after
the order plnr‘pmpnf and can involve cancellation of orders returns refunds etc

Figure 1 ptovides a generic picture of the E-commerce supply chains. Different paths can be'follgowed going

from upstream to downstream in E-commerce transactions.

Key

4_1 physical flow of goods
—_— information flow:

Goods information

release >
-— — — — — «— — — — — — = >
Upstream Vi Receive orders Place orders
supply 7 Seller - E-platform operator Buyer
Sl |~ t
/ Arrange ~
shipping| | ™ - |
to importing | | Arrange direct ~~ ~_ Notifywarehouse of RIS 1.0 o1
Upstreqm corllmtry mail to buyer ™~ Shipments Ta a9 (delivery
suppligr, Vare ouse| | ~ - |
| I ~
\ S~
v '
- nd—
N — >
Exporting country Export Cross-border Import Importing courtry
warehouse customs logistics customs warehouse
(if any) (if any)

Figure 1 — E-commerce supply chains

Goods infofmation is provided by upstream suppliers to E-commerce sellers, who release the information on
the E-commeérce platform. Buyers place orders according to the goods information released. Wheh the order
information is received by the sellers, sellers arrange the goods shipment. Depending on the availability
of goods, sellers can arrange direct delivery to buyers from an exporting country or importing country
warehouse, while buyers should be able to track their order information in a timely manner.

Goods are transported by the logistics service provider from upstream suppliers either to the warehouse or
delivered to buyers, or both. For cross-border E-commerce, shipments should be cleared at customs before
they can be delivered to buyers.

The information flow generated by the online transaction and physical flow of goods provides information
on the business events to be tracked and traced. When an after-order-placement service is provided,
additional information can be generated as traceability information.

© IS0 2024 - All rights reserved
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5.2 Driving factors of traceability for quality assurance

5.2.1 Overview

Compliance and transparency are two major driving factors of E-commerce supply chain demands on goods
traceability for quality assurance.

5.2.2 Compliance

A large variety of goods traded on E-commerce platforms should meet the goods traceability requirements
of countries or regions, such as food, cosmetics and toys. Meanwhile, small-in-size E-commerce, comprised
primarily of large volumes of small packaged, low-value, direct-to-buyer goods, poses greater challenges

to the regytatorycomphiamceof goods;,egimspectiomr resource constraints, data Hmmitatiom;, Tesponsibility

identification. All relevant parties in E-commerce supply chains demand availability and acegssibility of

informatiopn for goods compliance. In E-commerce supply chains, the compliance requirements’cdn include:

a) Requiements of local market access: The goods should comply with local requirements| regarding
quality and traceability, in accordance with those specified by the producing ox'éxporting cpuntries or
regiong.

b) Requirlements of contracts or agreements: The goods should fulfil thé-quality requiremepts agreed
betwegn goods supplier and buyer as specified in the supplier code of éonduct contract or agreement.

c¢) Platfoym requirements: The goods should meet the quality requitements set up by the Efcommerce
platforym operators as a prerequisite for online sale.

d) Consistency requirements: The goods should be consistent with all information published on the
E-commerce platform and all statements made by the sellers under every circumstance.

5.2.3 Transparency

The virtugl environment of E-commerce with the) online-presence of some elements (e.g. gopds, seller)

increases the need for information transparengy for all participants of E-commerce supply chains. In the

E-commer(e context, transparency requirements can include:

a) Data vjisibility: Participants need a.clear view and reliable updates of the conditions of the|goods sold
onlinef including but not limited tg;;-where they are or have been, under whose custody they are or have
been, when and why certain business process happens, etc.

b) Data ajailability: Informatien should be collected, recorded and retained, using open standdrds, or the
format agreed upon within'the participants to make it exchangeable for relevant participants.

c¢) Data afcessibility: Authorized participants should be able to accurately obtain and use infogrmation to
meet their needs of'goods quality assurance.

d) Data cpnneetivity: Necessary links should be established among related information in orddr to enable
easy identification and retrieval.

Analysis of compliance and transparency requirements on supply chains in E-commerce can provide
guidance to formulate and determine goods quality statements for establishing traceability.

6 Establishing traceability

6.1 Participants

Figure 2 gives a generic picture of participants for establishing traceability in E-commerce. They are
grouped as:

a) traceability partners, who can directly or indirectly participate in E-commerce traceability;

© IS0 2024 - All rights reserved
5


https://standardsiso.com/api/?name=193c98f8f28f0bdd2dd3d8bc9b77cbf9

ISO 32120:2024(en)

b) information partners, who can participate in sharing of traceability information.

A traceability partner can be different information partners depending on their roles in traceability.

a Traceal

Table 1 list]

Participant roles
Traceability partners Information partners
% %a %a %a %
Upstream  E-commerce Seller Regulatory Traceability
supplier platform operator agency information
provider

Logistics  Quality service Others Buyer Traceability Repository

service provider (broker, payment information party
provider service requester

provider)

bility initiator in E-commerce.
Figure 2 — Participants for establishing traceability in E-commerce

s information partners with description of their roles in traceability.

Table 1 — Infermation partners

Participants Description

Traceability information |A party who collect§, peécords, stores and provides traceability information upon request.

provider It can be any traceability partner in E-commerce supply chains.

Traceability information |A party who needs traceability information about the traceable objects for its quality

requester statement,@€.g-seller, E-commerce platform operator, regulatory agency, buyer.

Repository|party A party(who is authorized to manage a traceability system or database, in which the trace-
ability“information can be stored and retrieved. This can be any traceability paftner in the
E-¢emmerce supply chains or an authorized third-party.

Table 2 listis traceability{partners with descriptions of their roles in traceability.

© IS0 2024 - All rights reserved
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Table 2 — Traceability partners

Roles and responsibilities in infor-

Participants Description mation sharing
Traceability initi- |A party that requests that a traceability process be im- |Organizing traceability activities
ator plemented. This can be any traceability partner in the
E-commerce supply chain that wants to make a quality
statement to its clients or buyers, such as an E-com-
merce platform operator, seller, regulatory agency, etc.
Upstream supplier |An organization or individual that provides goods Traceability information provider,
to be sold online, which includes but is not limited to data source for goods information, e.g.
manufacturers, vendors, individual sellers, third-party |goods ID, goods quality characteristics,
suppliers, etc. country of origin.
E-commerde plat- |An organization who operates an E-commerce plat- Traceability initiator, repository party,
form operafor form traceability informatipn tequester or
traceability information’ prgvider, data
source for, e.g. order informption.
Seller An individual or organization who sells goods online |Traceability initiator, repository party,

traceabilityinformation requester

or traceability information

rovider,

payment servicé

data sguree for, e.g. quality §tatement
information.
Logistics sgrvice An organization that provides services of warehous-  |[Traeeability information provider, data
provider ing, transport, distribution of goods traded online, e.g{source for, e.g. waybill inforjnation,
exporting country warehouse, cross-border logistieS) “logistics tracking informati¢n.
importing country warehouse and local delivery
Quality seryice A third party who provides goods quality assur= Repository party, or tracealjility infor-
provider ance related services, such as certification,testing, mation provider, data sourct for, e.g.
pre-shipment inspection, field verification,third-party |goods certificates, testing ot inspec-
traceability, etc. A neutral party in ISO-32111 tion reports.
Regulatory|agency |A government or government supported regulatory Traceability initiator, traceapility in-
authority authorized to supervisé.and manage im- formation requester,
ported and exported goods baged on the relevant laws |or traceability information provider,
and administrative regulations, e.g. customs, market |data source for, e.g. customg clearance
surveillance agencies. A neutral party in ISO 32111 information.
Other third-party |A party provides othérthird-party services for E-com- |Traceability information pr¢vider, data
service proyviders |merce supply chains,'e.g. customs declaration service, |source for, e.g. payment information.

Buyer An individudl or'organization who purchases goods Traceability information requester,
online or traceability information provider,
data source for, e.g. receipt informa-
tion, after-order-placement |nforma-
tion.
6.2 Generic process
6.2.1 Overview

There are seven generic processes to establish a traceability system for E-commerce, as illustrated in
Figure 3. These processes are applicable across different goods. On this basis, the interested parties are
enabled to determine the specific tracking and tracing processes according to specific goods traceability
demands.

© IS0 2024 - All rights reserved
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Interested ) — Regulatory : Other service
" parties  Ppstream EURRICC | ers|sarvice | agencies | JIE providers g, uor
p suppliers p : (customs, market h (brokers, payment, Y
Processes operators providers surveillance, etc.) provider etc)
@lecting traceable objectD o o o
Identifying goods
quality statements [ ] ] ] o
etermining verification
Griteria and methods foD [ ) [ ) [ ) [ ]
quality statements
dentifyin Crltlcal trackm
Gentsy and data col ectl@ o o () o o o [ J
requlrements
\l/
( Implementation ) (] (] (] (] (] [ ) [ ) (]
Vkrification of
quallity statements ) L L d 1 L
Pro‘% dlIt‘lg statenftents
verircation results or
traceabllity information to ® ® ® ®
requesters
Figure 3 — Illustration diagram for establishing traceability system
6.2.2 Selecting traceable objects
A traceablg object in E-commerce is the goods sold online. The objects that can be tracked or trgced can be
determinegl by the traceability initiators, such as E-commerce platform operators, sellers and [regulatory
agencies.
In distribufion and logistics, the traceable object in E2<commerce can be grouped, packaged and lpaded with
other objedts, which can lead to new traceable objects being tracked and traced (e.g. logistics unitd, transport

vehicles).

6.2.3 Idq

Goods qua
published
statement,
indicates t
indicates t

establish tr

h such case, the links should be established and recorded between the various aggrega

entifying goods quality statements for traceability

ity statements are consjdered to be made when goods quality related information is re
bn an E-commerce platform. A goods quality statement can be a regulatory, policy
a consistency statement or the combination of both. A regulatory, policy compliancg
hat the goods conferm to relevant compliance requirements (see 5.2.2). A consistency
hat the quality~characteristics of the goods are consistent with the information dif
aceability inE-Commerce, a quality statement should be identified in order to decide y

needed an

Quality stdtements for traceability can be determined by the traceability initiator, such as E
platform operators, sellers, regulatory agencies, possibly in consultation with other traceability
such as quality service providers

how they.are needed to support or verify the statements.

tion levels.

leased and
fompliance
statement
statement
played. To
'hat data is

commerce
partners,

An example of quality statements is given in Table 3.

Table 3 — Example of quality statements

Goods information published Quality statements

Pasteurized milk imported from country A
to country B

1. This milk is in compliance with market access
requirements of country B and relevant technical
standards or specifications for pasteurized milk
(e.g. production, storage)

2. Country of origin for this milk is country A

© IS0 2024 - All rights reserved
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6.2.4 Determining verification criteria and methods for quality statement

Verification criteria and methods provide rules for data selection in the traceability process.

Verification criteria set up the standard and key performance indicator that the traceable objects should meet.

Verification methods provide measures to obtain integral and valid data as proof for verification of quality
statement. In the E-commerce supply chains, the following measures can be applied:

a) Certification: Certification can be applied to either goods or relevant organizations, or both, to give
assurance that goods quality conforms to the specified requirements.

b) Inspection: Inspection can be executed for goods or batches of goods (e.g. pre-shipment inspection,
customs. i : : . : . -

produ
identif
testing

c¢) Testin
requir

d) Verific

, measurement, etc.

bments and procedures.

tion process, transport movement). Inspection provides evidence of quality cd
ying the actual status of goods via observation and judgement, which can involvevi

b: Testing can determine one or more goods quality characteristics according to pred

ation: Verification involves evaluation of goods quality compliance threugh the provisi

evidenice, e.g. documents check, records review.

The verifid

Table 4 ela

6.2.5

vice providers.

ation criteria and methods for quality statement can be determined by the traceabili
and traceapbility information provider, possibly in consultation with other traceability partne
quality ser]

borates examples of verification criteria and methods.

Table 4 — Examples of verification criteria and methods

ocess (e.g.
pliance by
sual check,

etermined

bn of object

[ty initiator

rs, such as

Quality statement

Verification criteria

Possible verification meth

ods

Thig
with
men|

milk is in compliance |1. Production meets relevant stand-
market access require- |ards or spegification requirements

ts of country Band rele- |2, Storage and transport meet rele-

Certification scheme applied

either pasteurized milk or the

milk producer, or both,

to

van{ technical standards or |vant requirements Check of temperature records

spedifications for pasteur-

ized|milk

Country of origin for this 17 The milk is produced and imported |Either:

mill is country A from country A 1. check of import, export doc-
uments; or
2. field verification of prodic-
tion site; or
3. both.

Identifying critical tracking events (CTEs) and data collection criteria

The entry and exit points of the traceability chain are not always the start and end of the goods supply chain.
Depending on quality statements, the entry and exit point can vary even for the same goods as in example in
Table 5. For implementation of traceability, the participants should decide on:

a) CTEs from entry point to exit point to be recorded (see 6.3);

b) who collects which data;

c¢) how torecord such data.

Data collected in each CTE includes basic information to maintain goods traceability (see 7.2) and additional
information related to goods quality assurance (see 7.3).

Table 5 provides examples of entry and exit points.
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Table 5 — Examples of entry and exit points

Quality statement Entry point Exit point

This

stan
teur

market access requirements of
country B and relevant technical

milk is in compliance with Production of milk Consumption of milk

dards or specification for pas-
ized milk

Country of origin for this milk is
country A

Export port Import port

The traceability initiator decides on CTEs and the data collection requirements with the repository party
and the traceability information providers.

6.2.6

At the ent)
of traceab
object moy
is associat
When the
the require
traceabilit)

Traceabilit

6.2.7 Ve

Quality statements are verified at the exit point of the traceability chain. Verification is done by

necessary

listed in 6.}

The traceability information requester makes.requests to either the repository party or the t

informatio

6.2.8 Pr
requester

Verificatio
goods trac
statement

The tracea

this inforn
the quality

6.3 Criti

Implementation

'y point of the traceability chain, a traceable object is given a unique identifier and
lity data is conducted according to the decided requirements or criterial When :
es along the supply chain, the information recorded at the entry point.of the traceal
ed with the traceability information recorded in each CTE (see 6/3) by this uniqug
Fecorded traceability information can fully verify the quality statement of the good

7 chain.

y partners can directly or indirectly participate in the process of traceability impleme

rification of quality statements

data with the agreed methods (see 8.2 and 8:3). When necessary data is not availablg
.4 can be applied.

n provider, or both, to retrieve necessary data for quality statement verification.

pviding statement verification results or traceability information to the informatij

h results can be communicated to the information requester, e.g. buyers, regulatory ag
pability tags, websites, social media. Verification results can be presented in the form
hnd its supportifiginformation.

bility initiator and traceability information requester can decide together what and how
lation. [td5s important to ensure that the message communicated is factual and the r¢
statement can be proven.

caltracking events (CTEs)

collection

\ traceable
ility chain

identifier.

b and meet
ments of traceability information requester, the traceable objeéts‘can reach the exit point of the

htation.

retrieval of

, Imeasures

raceability

on

rencies, via
bf a quality

 to present
pliability of

A critical tracking event (CTE) is an active step in the E-commerce business process. CTEs provide an
accurate and detailed view of the actual events that occur to the goods to be traced. In each CTE, necessary

informatio

n should be recorded and shared.

CTEs are goods and process specific. Table 6 gives examples of possible CTEs and their descriptions in a
common E-commerce business process, in which goods transacted on a platform are dispatched from
upstream suppliers to overseas buyers through warehouse and logistics.
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Table 6 — Examples of CTE and descriptions in the E-commerce supply chains

Key business

CTEs Notes Reference to
process
Upstream supply |commissioning business step of associating an identifier with goodsto |ISO/IEC 19988
be sold
atag can be encoded and applied in this step, or previ-
ously encoded
stocking business step of making goods available for order fulfil- |ISO/IEC 19988
ment
loading business step of loading goods into a shipping convey- ISO/IEC 19988
ance
consigning business step of shipping goods with a change of posses- |ISU/TEC| 19988
sion or ownership at the outbound side
Platform trpns- |goods information |business step of releasing goods information by e-com-
action releasing merce operator
ordering business step of buyer placing an order in an e-shop
paying business step of buyer making payment through the
internet via various ways
Warehousing arriving business step of goods arriving at a location ISO/IEC[{19988
unloading business step of unloading goods from,a §hipping con- ISO/IEC[{19988
veyance
storing business step of moving goods toastérage location ISO/IEC|19988
picking business step of picking goods for shipment to fulfilan  |ISO/IEC|19988
order
collecting business step of collecting goods picked up for next ISO/IEC[{19988
disposal
packing business step of putting goods into a larger contain- ISO/IEC|19988
er-usually for shipping
unpacking business step of removing goods or batches of goods ISO/IEC|19988
from a larger container, usually after receiving or accept-
ing
loading seetabove ISO/IEC[{19988
cycle-counting business step of counting objects in order to obtain an ISO/IEC|19988
accurate inventory
staging outbound’ |business step of moving goods from a facility to an area |ISO/IEC|19988
awaiting transport pick-up
Logistics departing business step of goods leaving a location on their way to |ISO/IEC|19988
a destination
transporting business step of moving goods from one location to an-  [ISO/IEC[{19988
other by logistic provider
arriving see above ISO/IEC|19988
delivering business step of sending goods to an intended destina- |[ISO/IEC/19988

tion for buyers

receiving business step of goods being received at a location after [ISO/IEC 19988
quantity checking
accepting business step of confirming the change of the ownership [ISO/IEC 19988

of the goods

NOTE The CTEs that are commonly used in the global supply chains listed in Table 6 are referenced from the Core Business

Vocabulary (CBV) of ISO/IEC 19988.
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Table 6 (continued)
Key business CTEs Notes Reference to
process
Customs clear- |customs declaring |business step of submitting goods customs clearance
ance application in cross-border transactions
inspecting business step of customs reviewing either goods docu- |ISO/IEC 19988
ments or goods, or both, for authenticity of the transac-
tion
permitting business step of goods being allowed to pass through
borders
after-or- cancelling business step of withdrawing the order
der-placement returning business step of sending back the purchased goods
refunding business step of returning money to buyers
replacing business step of exchanging for another new goods 1SO/1EC{19988
repairing business step of malfunctioning goods being repaired by, {ISO/IEC[{19988
a post-sales service
NOTE The (TEs that are commonly used in the global supply chains listed in Table 6 are referenced from the Core Business
Vocabulary (CBV) of ISO/IEC 19988.

7 Traceability information

7.1 Overview

Two types |of information are generally collected for the purpose of goods quality assurance in Efcommerce
transactions: basic information and additional information related to goods quality assurance. To establish
traceability, participants in the supply chains should ¢ollect the basic information to identify| when and
where the raceable objects have been, who has retained the custody of the goods and the purppse of such
activities. While collecting and recording the 5W's\(Who, What, When, Where and Why), the pprticipants
also should collect and record data related to goods quality assurance to verify the goods quality Jtatements.
However, gven for the same goods, the inforthation required to verify different quality statemgnts varies
greatly. FOII;‘ example, to collect quality information for statements such as "Imported Pasteurfized Milk,"
verification of "Pasteurized” would focus en quality risk points in the production and transport processes,
while verification of "Imported" wouldrequire the collection of data related to country of origin.

7.2 Basic information

7.2.1 Stucturing basicinformation

Basic inforimation records each CTE (6.3) through the 5W's and provides links to quality assurance related
informatiopn when\appropriate and available. The conceptual model for basic information i shown in

Figure 4.
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Business step

Trade transaction list

—_———— e — 0

The “What
informatio

goods
(transj

Figure 4 — Conceptual model for basic information
” dimension identifies the traceable objects in the CTE and canccontain record the
n:

identifiers, which are uniquely assigned to the traceable @bjects, goods batch, lot
hort) unit;

quantity element, which specifies how many or how muech‘the traceable objects are and d

measurement units (e.g. mass, volume).

The “When” dimension identifies the date and time when specific events of the traceable ob

through th
The “Wher

busing

read p

The “Who’
event reco}

The “Why’
include:

busing
e.g. shi

transa
order,

traceability chain. Recorded data can contain: date, time or time zone.
e” dimension identifies the location whére specific events occur. Recorded data can co
ss location, which describes wheré tlie traceable objects are located;
bint, which describes where the.event is captured.

dimension identifies the'participant of the traceability chain who is responsible for t
'ded. Recorded data canteontain, for example, participants identifier, name, address, ef

dimension describes the business context in which the specific event occurs. Recordé

ss step, whiehridentifies the specificbusiness step in which the traceability information i
pping, packing;

ction list, which identifies the business transaction relevant to a specific event, e.g. puj
dispatching an order.

e following

br logistics

an include

jects move

ntain:

he specific
c.
d data can

s captured,

chasing an

[SO/IEC 19988 provides vocabularies common to many industries and augmentation methods to refer
to when structuring basic information. The controlled vocabulary of the Core Component Library of UN/
CEFACT [19] contains information on the structuring of basic information. Traceability participants should
have a common understanding of the methods adopted.

7.2.2 Examples of basic information

For CTEs illustrated in the E-commerce process in 6.3, the basic information can be structured as given in

Table 7.
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Table 7 — Basic information for CTEs

Business CTE Basic information
process Who What When Where Why
upstream commission- |related opera- |goods ID, batch/lot |date and time of |location and [business step] commissioning
supply ing tor’s ID ID, goods quantity |commissioning identification when
commissioning
stocking order ID goods ID, batch/lot |date and time of  |location and identifi- | [business step] stocking
ID, goods quantity |stocking cation of stocking [business transaction] order,
dispatch advice
loading related opera- |goodsID, batch/lot |date and time of |[location and identifi- | [business step] loading
tor's ID ID, goods quantity |loading cation when loading
consigning consignor’s goods ID, batch/lot |date and time of |location and [business step] consigning
ID logistics ID logistics (trans- [consioning. identification when [bua;nnuaa t.u.mmtion] con-
provider’sID, |port) unitID, goods consigning signing order
consignee’s ID |quantity
platform goods seller’s ID goods ID date and time of | operator interface [business step] infformation
transaction information releasing or system platform |releasing
releasing provided for seller,
e.g. seller central
ordering buyer’s ID goods ID, goods date and time of | operator interface [business step] rdtail selling
quantity ordering or system platform “|[pusiness transadtion] order
provided for seller, |[p, dispatch advide
e.g. seller central
paying paymentser- |goods ID, goods date and time of | operatoyinterface [business step] pgying
vice provider’s |quantity paying or syStem platform | [pusiness transadtion] pay-
ID provided for seller, | ment order
€ seller central
warehousing | |arriving ID of logistics  |goods ID, batch/lot |date and time of \{location and identifi- | [business step] afriving
service provid- |ID, logistics (trans- |arriving cation of arriving [business transadtion] ship-
er, warehouse’s |port) unit ID, goods ping order
ID quantity
unloading warehouse’s ID, | goods ID, batch/lot |date arid time of  |location and identifi- | [business step] uploading
related opera- |ID, goods quantity |unloading cation of unloading
tor's ID
storing warehouse’s ID, | goods ID, batch/lo€ }date and time of  |location and identifi- | [business step] storing
related opera- |ID, goods quantity™ |storing cation of storing
tor's ID or goods ID, bateh/
lot ID,
picking warehouse’s ID, | goods ID, batch/lot |date and time of  |location and identifi- | [business step] picking
related opera- |ID, goods quantity |picking cation when picking
tor‘s ID
collecting warehouse’s ID, [goods ID, batch/lot |date and time of  |location and identifi- | [business step] cqllecting
related opera-,|ID, goods quantity |collecting cation of collecting
tor‘s ID
packing warghouse’s ID, | goods ID, batch/lot |date and time of  |location and identifi- | [business step] pgcking
related opera- |ID, goods quantity |packing cation when packing
tors ID or goods ID, batch/
lot ID
unpacking warehouse’s ID, | goods ID, batch/lot |date and time of  |location and [business step] uppacking
related opera- |[ID, goods quantity |unpacking identification when
tor's ID or goods ID, batch/ unpacking
lot ID
lnn(‘]ing warehonse’s 1D gnndc 1D hnf{‘hl/]nf date and time of location and identifi- [hncinpqq cfpp] ]rlading
related opera- |ID, goods quantity |loading cation of loading
tor's ID or goods ID, batch/
lot ID
cycle-count- |warehouse’s ID, | goods ID, batch/lot |date and time of  |location and identi- |[business step] cycle-counting
ing related opera- |ID, goods quantity |counting fication of overseas
tor‘s ID warehouse
staging out- |warehouse’s ID, |goods ID, batch/ date and time of  |location and identi- |[business step] staging out-
bound related opera- |lotID staging outbound |fication of staging bound
tor‘s ID outbound
logistics departing consignor’s goods ID, batch/lot |date and time of  |location and identifi- | [business step] departing
ID, logistics ID, logistics (trans- |departing cation of departing | [business transaction] Waybill
provider’s ID, |port) unitID, goods ID (tracking number)
consignee’s ID |quantity

© IS0 2024 - All rights reserved
14


https://standardsiso.com/api/?name=193c98f8f28f0bdd2dd3d8bc9b77cbf9

ISO 32120:2024(en)

Table 7 (continued)
Business CTE Basic information
process Who What When Where Why
transporting |consignor’s goods ID, batch/lot |date and time of  |location and [business step] transporting
ID, logistics ID, logistics (trans- |transporting identification when [business transaction] Waybill
provider’sID, |port) unitID, transporting ID (tracking number)
consignee’s ID
arriving consignor’s goods ID, batch/lot |date and time of |location and identifi- | [business step] arriving
ID, logistics ID, logistics (trans- |arriving cation when arriving| [business transaction] arriving
provider’s ID, |port) unitID, goods ID (tracking number)
consignee’s ID |quantity
delivering consignor’s goods ID, batch/lot |date and time of location and [business step] delivering
ID, logistics ID, logistics (trans- |delivering identification when [business transaction] Waybill
prnvir‘nr'c 1D pnrr) unitID gnnr]c r]p]ivnring B (u a\.:\ius — cr)
consignee’s ID |quantity
receiving consignor’s goods ID, batch/lot |date and time of  |location and [businessstep) rdceiving
ID, logistics ID, logistics (trans- |receiving identification when [busine§s|transadtion] Waybill
provider’s ID, |port) unitID, goods receiving ID (tracking No.)
consignee’s ID |quantity
accepting consignor’s goods ID, batch/lot |date and time of |location and [business step] adcepting
ID, logistics ID, logistics (trans- |accepting identification when [business transadtion] receipt
provider’s ID, |port) unitID, goods accepting order
consignee’s ID |quantity
customs customs customs appli- |goods ID, batch/lot |date and time of declaration system | [business step] cystoms dec-
clearing declaration cants’ ID ID, logistics (trans- |declaration of the customs laration
port) unit ID, goods offic€,e.g. single [business transadtion] ID of
quantity wihdow customs declaratjon
inspecting ID of customs |goods ID, batch/lot |date and time of lecation and [business step] infspecting
port ID, goods quantity |inspecting identification when
inspecting
permitting ID of customs  [goods ID, batch/lot |date and+infe’of |declaration system |[business step] clparing
port ID, logistics (trans- |clearing of the customs
port) unit ID, goods office, e.g. single
quantity window
after-or- cancelling buyer’s ID goods ID, goods date and time of | operator interface [business step] rdfunding
der-placemen quantity cancelling or system platform | [pusiness transadtion] Cancel-
provided for seller, ||ation No.
e.g. seller central
returning buyer’s ID goods ID, batch/lot |date and time of operator interface [business step] rdturning
ID, logistics (trans- |returning or system platform [business transadtion] return
pert)unit ID, goods provided for seller, |order number
qudantity e.g. seller central
refunding buyer’s ID goods ID, goods date and time of | operator interface [business step] rdfunding
quantity refunding or system platform | [husiness transadtion] refund
provided for seller, |order number
e.g. seller central
replacing bayer”s ID goods ID, batch/lot |date and time of |operator interface [business step] rdplacing
ID, logistics (trans- |replacing or system platform | [pusiness transadtion] replac-
port) unit ID, goods provided for seller,  |ing order numbet
quantity e.g. seller central
repairing buyer’s ID goods ID, batch/lot |date and time of location and identifi- | [business step] rdpairing
ID, goods quantity |repairing cation of repairing [business transadtion] refund
order number

7.3 Additional information
7.3.1 Structuring additional information

7.3.1.1 Overview

Additional information is goods quality assurance related information. It includes goods characteristics
information related to the goods quality statement and quality statement verification information. Additional
information related to goods quality assurance contains multiple attributes. However, it generally does not
involve all attributes when sharing and exchanging information. What to share and exchange depends on the
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requirements of goods traceability. A reference conceptual model for goods quality assurance information is
shown in Figure 5.

7.3.1.2 (

Goods cha
main attril

— goods

techni

compo

7.3.1.3 (

Goods qua

can includg:

verific
verific

verifie
perfor

verific

F Basic info.
—— Goods characteristics 1nfo.¢— Technical feature
A
L Composition
. Verify " . L
Quality statement |« Additional info. 8 Criteria
— Methods
L Verification info.
Verifier ipfo.
Results

Figure 5 — Reference conceptual model for goods quality assurance information

toods characteristics information

racteristics information contains goods quality relatedinformation released online, o
utes can include:

basic information, e.g. goods category, brand, country of origin;
Cal features, e.g. scope of application, functionality;

sition, e.g. ingredients, critical compgnents, materials.

foods quality statement verification information

ity statement verification-information verifies the compliance and consistency of the

htion criteria, e.g. information about goods laws, regulations, standards;
htion methods/(se¢ 6.2.4);

I's information, e.g. name, address, qualification information of the organization or
ming the'verification;

htion results, e.g. conclusion, scope of application and validity period of conclusion.

' which the

goods and

individual

7.3.2 Go

ods quality assurance related information entities

Goods quality assurance related information can be structured into the following information entities:

a) Certificates

The certificates used to verify goods quality statements typically include goods certificates and organization
certificates. A goods certificate is issued for goods or batches of goods. It is issued after the certification
activity is performed according to specific standards or technical specifications. An organization certificate
is issued to an organization, such as a manufacturer, a seller and a transport and warehousing organization.
It is the proof that the related organization has the ability to continuously guarantee the specific quality
characteristics of the goods. Examples of such certificates include quality management system certificates
and food production licenses. Figure 6 gives an example of a certificate with its main attributes.
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Certificate

Type code
Purpose code
Description
Issue date time
Expiry date time
Issue reason code
Effective date time
Applicable object code
Applicable object ID
Issuing party ID

b) Reports

The report
A test rep

Figure 6 — Example of goods quality certificates

s used to verify goods quality statements typically include test reports and inspectipn reports.
rt is a record of the evaluation of one or more quality characteristics of goods or|batches of

goods accdrding to specific standards or technical requirements. An inspectioh-report evaluateq the good's

compliancg
an examplé

¢) Records

Records pi1
example, t
recorded.

Records of

Report

Type code
Applicable object eode
Issuing party ID
Expiry date time
Issue date time
Effective date time
Reference document
Result description
Report description

Figure7 — Example of goods quality report

oxygen amount in live fish transportation is given as an example in Table 8.

 according to relevant standards, purchase orders, traceability requdirements, etc. Figure 7 gives
 of a report with its main attributes.

ovide value$§2and changes in values that are directly related to the quality of the [goods. For
emperature;pressure and other characteristics associated with the quality of go¢ds can be

Table 8 — Example of goods quality record

Tvpe Lower Reference
Record ID yp Value Unit | Date/Time . Tolerance | number of Method
code limit
recorder
1234565762345 001 3,5 mg/l 2020-12-12 |6 +0,1 oxygen re- sampling01
01:23:00 corder 001
1234565762346 (001 3,6 mg/l 2020-12-12 |6 +0,1 oxygen re- sampling01
01:24:00 corder 001
1234565762349 [001  |.. e e e e e
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Goods quality assurance related information is goods specific. Augmentation of information entities should
refer to existing relevant standards. UN/CEFACT standards of e-cert and e-quality can also be referred to for

informatio

n entities used for goods quality assurance.

7.4 Linking traceability information

As the traceable objects move through the E-commerce supply chains, basic information recorded at each
CTE should be linked to create traceability chains. Meanwhile, basic information should provide links with
additional quality information to identify where further information to verify the quality statement can be
found. The linkage is created through the association between unique IDs of different business information

entities. Tr

One-t

aceability business information entities mapping applied in E-commerce can be:

-one mapping, in which a business information entity links with anotherunique one For example,

the “m

One-to
inform

There are 1
specified t
media atta
unique IDs
IDs, but for
into a comj

8 Shari

8.1 Ovel

For goods
other. It is
have a con
with each

In E-comm
all particip
each respo

8.2 Shai

Figure 8 illustrates the process of sharing basic information.

anufacturer ID” is linked with the “organization certificate” ID.

-many mapping, in which a business information entity links with multiple -othd
ation entities. For example, one “goods ID” is linked to multiple “testing repotts” IDs.

nany globally applicable standards, such as ISO/IEC 15459-3 and DIDs[14K among other
he common rules applicable for unique identification for goods or items;using a barco
ched to, or incorporated into them (e.g. EPC/RFID tags, QR labels):There are differen
It is possible for traceability partners in E-commerce to use any, ceding systems as th
the purpose of information sharing via a traceability system, ifitérnal IDs should be tr
patible unique ID, such as GS1, to achieve interoperability and mutual understanding.

ng of information

"'view

quality assurance, E-commerce participants should share traceability information
possible that some of them have no direcbtrading relationships. Therefore, all particip4
mon understanding about where negessary data can be stored and how it can be com
ther.

erce traceability, basic information can be recorded and searched in a shared data rej

Insible participant, who hids‘access control and provides such information upon reques

'ing basic information

r business

5, that have
de or other

k issuers of

bir internal
ansformed

with each
ints should
municated

bository by

ants. Quality assurance related information can be recorded in a controlled data repository by

LS.
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